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from the Armed Forces, information as 
to last known residential or home of 
record address may be provided to the 
military banking facility upon certifi-
cation by a banking facility officer 
that the facility has a returned or dis-
honored check negotiated by the indi-
vidual or the individual has defaulted 
on a loan and that if restitution is not 
made by the individual, the U.S. Gov-
ernment will be liable for the losses the 
facility may incur. 

(l) Routine Use—Disclosure of Informa-
tion to the General Services Administra-
tion (GSA). A record from a system of 
records maintained by this component 
may be disclosed as a routine use to 
the General Services Administration 
(GSA) for the purpose of records man-
agement inspections conducted under 
authority of 44 U.S.C. 2904 and 2906. 

(m) Routine Use—Disclosure of Infor-
mation to the National Archives and 
Records Administration (NARA). A 
record from a system of records main-
tained by this component may be dis-
closed as a routine use to the National 
Archives and Records Administration 
(NARA) for the purpose of records man-
agement inspections conducted under 
authority of 44 U.S.C. 2904 and 2906. 

(n) Routine Use—Disclosure to the 
Merit Systems Protection Board. A record 
from a system of records maintained 
by this component may be disclosed as 
a routine use to the Merit Systems 
Protection Board, including the Office 
of the Special Counsel for the purpose 
of litigation, including administrative 
proceedings, appeals, special studies of 
the civil service and other merit sys-
tems, review of OPM or component 
rules and regulations, investigation of 
alleged or possible prohibited personnel 
practices; including administrative 
proceedings involving any individual 
subject of a DoD investigation, and 
such other functions, promulgated in 5 
U.S.C. 1205 and 1206, or as may be au-
thorized by law. 

(o) Routine Use—Counterintelligence 
Purpose. A record from a system of 
records maintained by this component 
may be disclosed as a routine use out-
side the DoD or the U.S. Government 
for the purpose of counterintelligence 
activities authorized by U.S. Law or 
Executive Order or for the purpose of 

enforcing laws which protect the na-
tional security of the United States. 

§ 318.15 Rules of conduct 

(a) DTRA personnel shall: 
(1) Take such actions, as considered 

appropriate, to ensure that personal in-
formation contained in a system of 
records, to which they have access or 
are using incident to the conduct of of-
ficial business, shall be protected so 
that the security and confidentiality of 
the information shall be preserved. 

(2) Not disclose any personal infor-
mation contained in any system of 
records except as authorized by 32 CFR 
part 310 or other applicable law or reg-
ulation. Personnel willfully making 
such a disclosure when knowing the 
disclosure is prohibited are subject to 
possible criminal penalties and/or ad-
ministrative sanctions. 

(3) Report any unauthorized disclo-
sure of personal information from a 
system of records or the maintenance 
of any system of records that are not 
authorized by the Instruction to the 
DTRA Privacy Act Officer. 

(b) DTRA system managers for each 
system of records shall: 

(1) Ensure that all personnel who ei-
ther have access to the system of 
records or who shall develop or super-
vise procedures for the handling of 
records in the system of records shall 
be aware of their responsibilities for 
protecting personnel information being 
collected and maintained under the 
DTRA Privacy Program. 

(2) Promptly notify the Privacy Act 
Officer of any required new, amended, 
or altered system notices for the sys-
tem of records. 

(3) Not maintain any official files on 
individuals, which are retrieved by 
name or other personal identifier with-
out first ensuring that a notice for the 
system of records shall have been pub-
lished in the ‘‘Federal Register.’’ Any 
official who willfully maintains a sys-
tem of records without meeting the 
publication requirements, as prescribed 
by 5 U.S.C. 552a, OMB Circular A–130, 
and 32 CFR part 310, is subject to pos-
sible criminal penalties and/or admin-
istrative sanctions. 
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